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1	Discussion
TR 22.861 (SMARTER mIoT) has several requirements for UE connecting the network by the relay UE. The requirements apply to communication between a UE and the relay UE, between the relay UE and the network.
Excerpts from the TR 22.861:
[bookmark: _Toc442776260][bookmark: _Toc442776325][bookmark: _Toc443296601]5.2.3	Potential requirements
Requirements below are for all kinds of connectivity aspects, including devices which support both direct and indirect 3GPP connection mode and devices which support only indirect 3GPP connection mode, using 3GPP RAT or non-3GPP RAT, in a licensed band or an unlicensed band:
-	[PR.5.2.3-001] The 3GPP system shall support a device to access to the 3GPP network in direct 3GPP connection mode.
-	[PR.5.2.3-002] The 3GPP system shall support a device to access to the 3GPP network indirectly via a relay UE when the device and the relay UE can communicate in direct device connection mode.
-	[PR.5.2.3-003] The 3GPP system shall have the means to authorize a relay UE to provide relay functionality to other devices.
-	[PR.5.2.3-004] A device shall establish a trusted relationship with the relay UE, before the device is indirectly connected to the 3GPP network via the relay UE.
-	[PR.5.2.3-005] Devices in direct device communication using 3GPP RAT shall have an established trusted relationship with each other.
-	[PR.5.2.3-006] Devices in direct device communication using non-3GPP RAT may use 3GPP credentials to establish a trusted relationship with each other.
Editor’s Note: The definition of trusted relationship need to be further studied.
-	[PR.5.2.3-007] The 3GPP system shall support an indirect 3GPP connection where a device and a relay UE subscribe to different PLMNs, when the PLMNs have a roaming agreement.
-	[PR.5.2.3-008] A device which accesses the 3GPP network in direct 3GPP connection mode or in indirect 3GPP connection mode using a 3GPP RAT or a non-3GPP RAT, shall have a 3GPP subscription.
-	[PR.5.2.3-009] The 3GPP system shall support real time services (e.g. real time voice and/or real time video) for a device, whether the device is in indirect 3GPP connection mode or in direct 3GPP connection mode.
-	[PR.5.2.3-010] The 3GPP system shall support non-real time services for a device, whether the device is in indirect 3GPP connection mode or in direct 3GPP connection.
-	[PR.5.2.3-011] The 3GPP system shall support service continuity for a device, when the device changes relay UEs in indirect 3GPP connection.
-	[PR.5.2.3-012] The 3GPP system shall support service continuity for a device, when the device changes from a direct 3GPP connection to an indirect 3GPP connection, and vice versa.
-	[PR.5.2.3-013] The 3GPP system shall optimize the battery consumption of a device, whether the device is in direct 3GPP connection mode or in indirect 3GPP connection mode.
-	[PR.5.2.3-014] The 3GPP system shall optimize the battery consumption of a relay UE, via which a device is in indirect 3GPP connection mode.
-	[PR.5.2.3-015] The 3GPP system shall identify, address and reach a device, when the device is in indirect 3GPP connection mode.
-	[PR.5.2.3-016] The 3GPP system shall support end to end QoS for a device, when the device is in indirect 3GPP connection mode.
-	[PR.5.2.3-017] The 3GPP system shall support a relay UE providing an indirect 3GPP connection with the network for multiple devices.
[bookmark: OLE_LINK31][bookmark: OLE_LINK32][bookmark: OLE_LINK36]-	[PR.5.2.3-018] The 3GPP system shall support selection of different connectivity aspects (e.g. direct device connection, direct/indirect 3GPP connection) to be used for a device.
-	[PR.5.2.3-019] The 3GPP system shall support flexible selection of different RATs (e.g. 3GPP RATs, non-3GPP RATs) to be used for a device.
-	[PR.5.2.3-020] The 3GPP System shall support a timely, efficient, reliable and secure mechanism to transmit the same information to multiple devices.

These are two connection models for UE: direct connection model, indirect connection model. Direct connection model is that UE connect to the 3GPP network directly. Indirect connection model is that the UE connect to the 3GPP network through a relay UE. To support these connection models, it is proposed to update key issues on session management, mobility management, and session continuity.
According to PR.5.2.3-001 and PR.5.2.3-002, it is proposed to support the session management procedures for not only direct connection model, but also indirect connection model by a relay UE. Current key issue does not involved the relay UE. Therefore, the first bullet of session management is proposed to update to study the procedures between the UE, optional the relay UE, AN and CN.
According to PR.5.2.3-007, PR.5.2.3-011 and PR.5.2.3-012, UE needs to support the mobility between direct connection model and indirect connection model. UE needs also to support the mobility from one relay UE to another UE in indirect connection model. Therefore, it is proposed to update key issue on mobility framework to study the UE mobility between different connection models.
It is same for session continuity. UE needs to support session continuity between direct connection model and indirect connection model. UE needs also to support session continuity from one relay UE to another UE in indirect connection model. Therefore, it is proposed to update key issue on session continuity to study the session continuity between different connection models. Moreover, for a relay UE, it can keep the session continuity for itself sessions and the sessions relayed by this UE at the same time. So it is also proposed to study the session continuity for this case.
These requirements involve both session continuity and mobility management. It is proposed to study the relationship between session continuity and mobility management.


2	Proposal
It is proposed to update the key issues on mobility framework, session management, and session continuity to the TR 23.799 version 0.2.0 “Study on Architecture for Next Generation System”.

[bookmark: _Toc399511925][bookmark: _Toc324232210][bookmark: _Toc326248701][bookmark: _Toc399743733][bookmark: _Toc248905717]* * * Start of changes 1* * * *
[bookmark: _Toc442563421]5.3	Key Issue 3: Mobility Framework 
[bookmark: _Toc442563422]5.3.1	Description 
This key issue will look into proposing solutions for a mobility management framework that enables the operator to provide mobility and, if needed, session continuity for all types of devices that connect to NexGen core via 3GPP accesses and/or non-3GPP accesses. It is expected that NexGen system will require different types of mobility support (e.g. based on velocity or service continuity requirements) and different levels of mobility support, as specified in the SA1 NEO TR 22.864. This key issue will attempt at developing a comprehensive mobility management framework for NexGen system that is adaptive, flexible and intelligent, to cater for the disparate NexGen mobility requirements.
Solutions for this key issue will at least study: 
-	Mobility management signalling for:
-	UE/User registration to the network;
-	Support of reachability to enable mobile terminated communication; 
-	Assignment of CP and UP network functions (as needed); and
-	Mobility Restrictions, e.g. forbidding mobility at certain locations. 
Editor’s Note: It is FFS whether aspects related to support of Geographical Location Services (e.g. to support stage 1 requirements for high positioning accuracy) is to be included in this key issue or in a separate key issue.
-	Definition of mobility states.
NOTE: Defining the mobility states will be performed together with the RAN working groups.
-	How to support mobility on demand and different types of mobility: 
-	The types of mobility the system should support, e.g. high mobility, medium mobility, low mobility, no mobility and mobility on demand; 
 -	How to determine the type of UE mobility, e.g. by what characteristics/method; and
-	How to obtain the information (e.g. application’s needs, device UE capabilities, used services) in order to determine the appropriate type of mobility of the UE.
-	Methods to limit the amount of mobility management signalling between NexGen core and the access, within the NexGen core as well as between the NexGen core and the UE;
-	How to minimize the access network dependencies;
-	Mobility support in roaming scenarios;
-	Mobility support in interworking and network migration scenarios;
-	How to support mobility between different access systems, including: 
-	between 3GPP accesses (the level of interworking between 3GPP accesses i.e. seamless mobility or not is being defined by Stage 1 requirements); 
-	between 3GPP accesses and non-3GPP accesses;
-	between non-3GPP accesses; and
-	studying the location of the mobility anchor point(s) (i.e. mobility anchor point includes UP network function and CP network function for mobility) and the use of mobility anchor point(s) for inter and intra access system(s) change due to user mobility (e.g. the study of buffering for idle mode UE, if applicable).
-  How to support UE mobility between different connection models, including:
- 	between direct connection model and indirect connection model by a relay UE;
-	between indirect connection model by one relay UE and by another relay UE; 
-	The impacts of other architectural features (e.g, separation of control and user planes, QoS concepts) on the mobility management. 

* * * End of Changes 1* * * *


* * * Start of Changes 2* * * *

[bookmark: _Toc442563423]5.4	Key issue 4: Session Management
[bookmark: _Toc434312260][bookmark: _Toc442563424]5.4.1	Description
The session management is responsible for the setup of the IP or non-IP traffic connectivity for the UE as well as managing the user plane for that connectivity. Scenarios and mechanism on connectionless traffic transmission will also be investigated.
Solutions to this key issue will study the following aspects:
-	Session management model, including: 
-	describe UE related states and high-level procedures between the UE, optional the relay UE, AN and CN for session management, including establishing, maintaining and terminating both UE non-IP connectivity and IP connectivity in the NexGen system architecture.
-	how sessions are established on-demand instead of by default when attaching to the network 
-	session connection model, including identifying user plane functionality needed to provide IP and non-IP connectivity (e.g. IP anchor, tunnelling, etc.)
-	How session management work for UEs connected via multiple accesses and via multiple connectivity, including providing multiple simultaneous traffic connectivity for the UE
-	Identify the correlation between session management and mobility management functionality, including:
-	studying whether separation of session management and mobility management is possible, and 
-	identifying the interactions between session management and the mobility framework required to enable the various mobility scenarios (including those where efficient user plane path, as defined in TR 22.864 clause 5.1.2.2, is used) while minimizing any negative impact on the user experience
-	Describe how the session management and mobility management can be decoupled for scenarios requiring it, if identified feasible as above. 
-	Investigate solutions to minimize signalling for scenarios with short data bursts.
-	Session management in roaming scenarios, both for services available in/from the visited operator and for services available in/from the home operator, and for services by 3rd parties


* * * End of Changes 2* * * *


* * * Start of Changes 3* * * *
[bookmark: _Toc442563427]5.6	Key issue 6: Support session continuity 
Editor's Note: This clause will identify key architectural issues and the corresponding candidate solutions during the design of the next generation system architecture.
[bookmark: _Toc442563428]5.6.1	Description of Key Issue 6
In order to addresses the specific needs of different applications and services, the next generation system architecture for mobile networks should support different levels of data session continuity. For example:
· For some sessions, it supports session continuity between access nodes of a specific access technology and between access nodes of different access technologies.
· For other sessions, it does not support session continuity.
· It should be possible to support session continuity for some sessions in a UE and, at the same time, to support no session continuity for other sessions in the same UE.
The purpose of this key issue is to study:
· The types of sessions to be considered in the context of session continuity;
· The type of session continuity to be supported (e.g. depending on the type of service such as broadband, group communications, mission critical communications, etc.);
· How the next generation system decides to apply or not apply session continuity for a new session;
· How to minimize the access network dependencies;
· How it can be possible to apply session continuity for some sessions in a UE while, at the same time, to not apply session continuity for other sessions in the same UE; 
· How to apply session continuity for some sessions in a UE while, at the same time, to apply session continuity for other sessions when the same UE is acted as a relay UE; 
· How to support session continuity between different connection models, including:
- between direct connection model and indirect connection model by a relay UE;
- between indirect connection model by one relay UE and by another relay UE; 
· Identifying the interactions between session continuity and mobility management required to enable the various mobility scenarios; and
· How the negative impact on user experience (e.g. interruption time, packet loss) can be reduced or avoided when session continuity is not provided (e.g. when the user-plane anchor for a UE is relocated). This includes identifying whether upper-layer service continuity mechanisms (e.g. SIP, MPTCP, SCTP, Host ID, DASH, etc.) are applied for a session and how to leverage or interact with such mechanisms.

* * * End of Changes 3* * * *
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